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Abstract. The topic of antitrust and privacy has been widespread for many years. 

It deals with the integration of privacy in competition law. In this topic, the Ger-

man Facebook case is a hot-debated case. In this case, the Federal Cartel Office 

(FCO) explicitly takes privacy into antitrust concerns, promoting the topic to a 

wider discussion. Opinions diverge greatly in FCO’s approach. As a result, there 

is a need to determine whether the EU antitrust enforcement should take privacy 

into account. In this essay, I analyse first the conflicting views about privacy 

concerns in antitrust. Then, I argue that privacy should be an EU antitrust concern 

from three perspectives. Firstly, privacy harm can lead to consumer welfare deg-

radation. To solve the degradation, the intervention of competition law is neces-

sary. Secondly, with the users’ privacy data collection, the dominant companies 

have the incentive to implement price discrimination to exploit consumer surplus. 

Thirdly, the data protection law alone is unable to address the antitrust privacy 

issue because the data protection law and competition law are interactive in the 

digital economy. 
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1 Introduction 

Considering privacy as an antitrust concern helps to protect end users’ privacy. The EU 

recognises privacy as a fundamental human right, as considered in the Charter of Fun-

damental Rights of the European Union. Thus, the protection of privacy should be strict. 

Consumers may not like privacy collections. A survey in 2021 shows that up to 46% of 

consumers do not like their data being collected.1 It is a violation of privacy for many 

companies not to leave users the right to refuse privacy data collection. Therefore, to 

solve the problem, privacy can be an antitrust concern. 

However, it has been argued that privacy should not be an antitrust concern.2 Firstly, 

there is a trade-off between the user’s data collection and free services. It is unreason-

able to expect unlimited free services and consumers actually “pay” for companies’ free 

services with their data. Secondly, the mere possession of monopoly power is not un-

lawful in many jurisdictions (eg. the US). Therefore, mere big data collection does not 

mean compromising privacy. There is a need to prove an incentive for the firm to harm 

privacy or it will fall into the trap of “big is bad”. Actually, instead of harming privacy,  
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companies are incentivized to improve product quality with the data collected.3 For 
example, Amazon can make better recommendations according to users’ preferences. 
Thirdly, the EU data protection law (GDPR), not competition law, should deal with 
privacy concerns in antitrust enforcement.4 The clarity of competition law would be 
compromised if it takes privacy into antitrust concern.  

As a result, there is a necessity to judge whether privacy should be an antitrust con-
cern. I argue that privacy should be an antitrust concern. The reasons will be discussed 
in the following sections. 

2 Consumer Welfare Degradation and Data Market 

The first reason is excessive data collection can degrade consumer welfare. Privacy 
data collection can be considered a parameter of service quality.5 Thus, privacy can be 
a part of consumer welfare.6 Firstly, data collection can put privacy at risk.7 User data 
will allow companies to grasp users’ behavioural habits. More targeted business prac-
tices can therefore be implemented accordingly. The user may then be vulnerable to 
price discrimination, target fraud and etc. Additionally, the information asymmetry that 
the consumer is ignorant about future risks when they provide their data is making mat-
ters worse. Secondly, data collection can compromise consumers’ privacy preferences. 
Different consumers have different ideas about whether and to what extent they reveal 
data. Some users are not willing to provide data but to pay for services. However, due 
to the power imbalance between consumers and dominant firms, consumers have no 
other choice but to give out all of their privacy. The take-it-or-leave-it service ignores 
users’ privacy preferences, thus degrading consumer welfare. 

These issues can be solved by establishing a market for personal data.8 The market 
is distinct from the markets of service fueled by data.9 This market can take two forms. 
In the first form, users who provide information can use the service for free, while those 
who do not have to pay for the service. The second form is that privacy “opt-out” is the 
default model and customers get compensation for choosing “opt-in” to provide data. 
Which market form will emerge depends on various factors such as how much users 
value privacy, and the company's market position. However, the common premise of 
their appearance is that companies (eg. Google, Facebook) provide more data collection 
options and information disclosure. Consumers should have the choice to “opt-out” of 
data collection and be informed of the purpose of the data. In this way, consumers will 
then be able to assess the benefits and costs of data provision and decide whether and 
to what extent to reveal their data.  

However, the establishment of this market needs competition law intervention. 
Dominant firms have no incentives to establish a market when they can collect all user 
data with a take-it-or-leave-it offer. Even when data markets are established, companies 
can use their dominant position to exploit consumers. For example, due to an imbalance 
bargain power, consumers may be overcharged if they choose not to provide data, or 
get paid an overly low price for their data. One possible solution is to break up dominant 
firms structurally. However, its effect on the data market is limited. The network effects 
make the “winners take all” phenomenon more prominent. After breaking up, new 
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dominant firms will grow up and the market structure will be the same as before. An-
other solution can be the application of Article 102 of TFEU if the price of data can be 
considered an “unfair price”. The EU competition authorities should compare the price 
charged and the cost of providing services to determine whether the price charged is 
excessive. In addition, the EU competition authorities can also “facilitate consumers’ 
collective bargaining power” to increase the data price sold to dominant firms. Regard-
less of whichever approach is finally taken, the intervention of competition law is nec-
essary. 

To sum up, privacy degradation can lead to reduced consumer welfare. To solve the 
problem, the intervention of competition law to establish data markets is necessary. 

3 Price Discrimination and Consumer Surplus 
Exploitation 

The second reason is dominant firms have an incentive to harm users’ privacy with data 
collection because they can practice price discrimination. Data brings market power.10 
With a large amount of power collected, dominant firms may exploit consumer welfare 
surplus by pricing consumers unequally. With price discrimination, many consumers 
may pay more than what they should pay. In online transactions, firms can implement 
price discrimination more easily because customers’ price preferences can be found out 
through customers’ data (eg. search history).  

Despite the risk of consumer surplus loss, it has been held that price discrimination 
is not necessarily an antitrust consideration. This is because price discrimination can be 
beneficial and considering data collection and price discrimination in antitrust enforce-
ment is time-consuming and costly. Firstly, price discrimination may increase net con-
sumer welfare. It can be seen as simply a way to charge customers according to their 
willingness to pay through technological means. There are many consumers who pay 
lower than the otherwise uniform price. The influence on net consumer welfare will be 
uncertain if the group of such consumers is larger than that of consumers paying more 
than a uniform price. Secondly, price discrimination can increase competition effi-
ciency. Regarding static efficiency, rich consumers and poor consumers should have 
been in different markets. Due to price discrimination, both rich and poor consumers 
can afford services, and thus competition increases in the market for both poor and rich 
consumers. Regarding dynamic efficiency, price discrimination may generate more 
revenue for companies. Companies can then invest more in innovation, increasing their 
product range, and also in research. Therefore, considering the uncertainty of the impact 
on consumer welfare and competition, privacy collection and price discrimination are 
not necessarily considered in antitrust enforcement.  

However, I argue that privacy collection and price discrimination should be consid-
ered in antitrust though they can sometimes be beneficial. In the digital era, everyone 
uses online services. When price discrimination is harmful, its impact will be very 
widespread. With the assistance of machine learning and AI, the risk of consumer wel-
fare loss from price discrimination is getting greater. In addition, the negative effects 
of price discrimination are not limited to consumers paying more than otherwise 
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uniform prices.11 For example, many consumers are not informed of price discrimina-
tion. This lack of transparency undermines the consumer's right to know. Price discrim-
ination can also lead to negative externalities by making consumers spend more time 
trying to avoid it. Therefore, antitrust investigations into data collection and price dis-
crimination are worthwhile even if they can be costly.  

In summary, with a large amount of users’ data collected, dominant firms have the 
incentive to harm users’ privacy through price discrimination. In the digital economy, 
price discrimination can have a widespread negative effect on consumers. Thus, anti-
trust needs to take privacy data collection and price discrimination into consideration. 

4 An Integrated Approach to Competition and Data 
Protection Law 

The third reason is that competition law and data protection law are highly interactive 
in the digital economy. The idea that it is the role of data protection law to solve antitrust 
privacy concerns is untenable because data protection laws alone cannot solve the pri-
vacy issues in antitrust due to this interaction. 

Competition law and data protection law have a strong interaction in antitrust pri-
vacy concerns. Under the traditional legal approach, different laws address different 
issues. Thus, privacy concerns in antitrust (eg, Facebook case) should rely alone on 
GDPR in the EU. A famous example is the EU Commission assumes that there is no 
need to consider the effects on privacy in data mergers because privacy concerns should 
rely on EU data protection rules. However, the traditional legal approach is based on a 
few assumptions. One of the important ones is the effects of different laws are inde-
pendent of each other. In the antitrust privacy concerns, it means competition law and 
GDPR do not affect each other's effectiveness. However, the presumption is contrary 
to the facts. GDPR influences competition law effects with its high requirements on 
consumer consent. Dominant companies have more resources to meet this requirement 
than smaller companies. This increases entry barriers and puts more data in the hands 
of dominant companies, increasing privacy risks for users. Additionally, it can also 
promote competition law enforcement through the facilitation of data market establish-
ment. This is because the data portability right (GDPR Article 20) can reduce the 
switching cost of data. By contrast, competition problems can also impact GDPR en-
forcement. The extent to which data is collected varies from company to company. 
When there is less competition in the market, the fewer choices consumers have about 
data collection degrees. Consumers will then be less incentivised to read companies’ 
privacy policies, leading to a greater privacy crisis. The dominant firms can also be 
motivated to use misleading and less transparent practices to collect users’ privacy be-
cause users have few alternative service options. Therefore, the traditional separation 
of law application approach ignores the strong interaction between competition law and 
data protection law and is unable to fit into the digital economy.  

Only an integrated approach of competition law and data protection law can solve 
antitrust privacy concerns. Data protection law alone is incapable of solving privacy 
concerns in antitrust. In the EU, GDPR can not analyse competition problems. It only 
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establishes a minimum privacy standard and a higher protection level may be expected 
in markets. For example, different firms have different impacts on privacy. Regulation 
of data collection from dominant companies may need to be stricter. However, GDPR 
treats firms equally and can not distinguish dominant firms from others. Therefore, 
GDPR should combine with competition law to solve antitrust privacy concerns.  By 
contrast, an integrated approach can address privacy concerns in antitrust effectively. 
The “Digital Market Act” (DMA) is a good example. Article 5 and Recital 36 of DMA 
place many obligations on the core online service provider (gatekeeper) to protect the 
user’s privacy (eg. not to process the user’s data for advertisement purposes without 
users’ free consent). This limits anti-competitive behaviour through ex-ante provisions 
and offers consumers a minimum degree of control over their data. It considers the 
interaction of competition and privacy, leading to optimal decisions in antitrust enforce-
ment. 

To conclude, data protection law alone is unable to solve antirust privacy concerns 
due to the interaction of data protection law and competition law. Therefore, competi-
tion law should combine with data protection law to solve antitrust privacy concerns. 

5 Conclusion 

Whether privacy should be an antitrust concern is a controversial issue. Many consum-
ers are unwilling to provide their privacy data but the use of many companies' services 
is premised on consumers providing data. This forces many consumers to provide their 
data for free and their privacy is thus harmed. Therefore, taking privacy into antitrust 
consideration can better protect consumers’ privacy. However, the counterarguments 
hold that privacy is not an antitrust concern for the following reasons: (1) consumers 
are actually trading their data for free services; (2) a mere collection of data does not 
mean privacy harm; (3) there is already data protection law dealing with privacy issues. 
Through analysis and comparison, I argue that privacy should be an antitrust concern. 
Firstly, privacy is a part of consumer welfare and excessive data collection can put their 
privacy at risk and compromise consumers’ privacy preferences, leading to consumer 
welfare degradation. Empowering consumers with control over their private data and 
establishing a data market could solve this problem but the market establishment would 
require competition law to intervene. Secondly, companies have the incentive to exploit 
consumer surplus with price discrimination, though price discrimination can be bene-
ficial sometimes. Price discrimination is common in the data economy, and privacy 
data collection makes companies easy to implement price discrimination. Once price 
discrimination is harmful, its negative effects can be very widespread. Therefore, data 
collection and price discrimination should be an antitrust concern, despite the increased 
cost of antitrust enforcement. Thirdly, data protection law alone is incapable of address-
ing antitrust privacy concerns. Competition law and data protection law are highly in-
teractive in the digital economy. Only an integrated approach of competition law and 
data protection law can address antitrust privacy concerns. As a result, taking privacy 
concerns into antitrust enforcement, both user privacy and market competition will be 
well protected. 
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